Rigidity of quantum steering and one-sided device-independent verifiable quantum computation
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The relationship between correlations and entanglement has played a major role in understanding quantum theory since the work of Einstein, Podolsky and Rosen [3]. Tsirelson proved that Bell states, shared among two parties, when measured suitably achieve the maximum non-local correlations allowed by quantum mechanics [2]. Reichardt, Unger and Vazirani proved the converse [14], which was named rigidity of non-local correlations. They showed that observing the maximal non-local correlation value over a sequence of repeated measurements, implies that the underlying quantum state is close to a tensor product of maximally entangled states and, moreover, that it is measured according to an ideal strategy. However, this strong rigidity result comes at a high price, it requires a large overhead in the number of entangled pairs and measurements. In this paper we prove an analogous rigidity result for quantum steering correlations, having smaller overhead. Steering correlations, formally introduced by Schrödinger [15], emerge from the observation that (untrusted) measurements performed on one half of a bipartite entangled state steer the state of the other (trusted) half. A reason for the recent increased interest in steering correlations stems from the practical limitations of protocols which exploit non-locality (device-independent protocols). In fact, practical protocols based on steering correlations have been proposed for quantum key-distribution (QKD) and quantum random number generation (QRNG) [1, 12]. In the same spirit, as an application of our rigidity result, we give a one-sided device independent protocol for verified delegated quantum computation (VDQC).

Recent progress in quantum technologies makes very pressing the issue of verifying the correctness of quantum devices using classical or minimum-quantum abilities. Verification via classical simulation does not seem feasible, as quantum computation is believed to outperform classical computation and so one should resort to techniques such as those of VDQC protocols. It is therefore clear that constructing VDQC protocols with minimal trust assumptions and increased efficiency is crucial. We achieve this, using steering correlations and, in particular, the rigidity result we prove in the first part. Verification appears as the most natural application of this rigidity result. The reason for this is the necessity, when certifying a quantum computation, to characterise the states, operators and Hilbert space used throughout the protocol which is precisely what our rigidity result achieves. This is in contrast to QKD and QRNG where it suffices to bound certain information theoretic quantities such as entropy, mutual information or key-rate from observed correlations.

We prove the rigidity of quantum steering correlations in three steps. First, using maximal steering correlations we obtain robust self-testing of a Bell state. This is done in a manner similar to the work of [10] with the difference that one side (Alice) is trusted and for this reason we use steering rather than Bell inequalities. As in [10] and other works on self-testing [11,17], we make an independence assumption, i.e. Alice and Bob use the same (unknown) state $|\psi\rangle$ for every set of measurements. We show that if the correlations of their measurement outcomes are saturated up to order $O(\epsilon)$, the shared state $|\psi\rangle$ is...
O (√ε) -close to a perfect Bell state, under a local isometry. Additionally, we prove that this closeness bound is optimal.

The second step is to remove the independence assumption used in the first part. To do this, we model the measurement process as a martingale and use the Azuma-Hoeffding inequality to get an estimate of the true quantum correlation (of Alice and Bob’s observables) from the observed correlations. By combining this with the self-testing result and an optimization argument it follows that a randomly chosen reduced state of Alice and Bob is close to an ideal Bell pair. An important observation is that the technique used is general enough and can therefore be applied to the self-testing results of the fully untrusted setting (device-independent) thus complementing the works of [11, 10, 17].

The third and last step is to extend this result to obtain a tensor product of multiple Bell pairs. It is in this step that trusting one side leads to fewer requirements and makes the rigidity of steering more efficient than the non-local case. To prove the result, we follow a game-based approach, similar to [14, 13]. We define a steering game akin to the CHSH game. Rigidity then follows by showing that if Alice and Bob play according to a strategy that wins in most games, then this strategy is equivalent (up to a local isometry) to the ideal strategy in which Alice and Bob share a tensor product of Bell pairs and perform the ideal measurements.

Finally, we use the rigidity result to create a one-sided device-independent VDQC protocol. This protocol is similar to existing device-independent protocols such as [13, 5, 7]. It consists of a verifier with a trusted single-qubit measurement device, and an untrusted quantum server that can perform universal quantum computations. The verifier will delegate a quantum computation to the server and check its correctness. This is done in two steps:

1. **Verified state preparation** - The server is instructed to prepare Bell states and send one half of each pair to the verifier. By measuring these states and using the rigidity result, the verifier can certify the correct preparation of single qubit states on the server’s side.

2. **Verified computation** - We use a version of the protocol of Fitzsimons and Kashefi [4] to verify a computation performed by the server using the qubits prepared in the previous step. Specifically the version we use can be either the one described in [9] or the one in [8]. These ensure optimal communication complexity.

Because of the added trust and use of steering correlations, the protocol has a greatly reduced overhead compared to the existing fully device-independent VDQC protocols, making their actual implementation much more likely.

Our last contribution is to characterise the types of entangled states which are useful for the specific class of VDQC protocols that we considered. We show that these protocols essentially require the use of maximally entangled states. This highlights the necessity of our rigidity result for the verification of quantum computations.

Our full paper can be found here [6]. We acknowledge that an independent work [16], also addressing self-testing from steering correlations, appeared on the arxiv shortly after our paper.
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